IMMEDIATE

F No. STQC/IT&eGov/QM/SAB—SCB
STQC Directorate
Ministry of Electronics & Information Technology

Date: 04.03.2022
New Delhj
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OFFICE MEMORANDUM
——== MEMORANDUM

Subject: Amendment in rules and Procedures related to Biometric
Device Certification Scheme -Reg

or English language only.
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Continued. .

S. BDTL shall issue two test reports in duplicate with 4 original copy to
Applicant and Duplicate to CB STQC Directorate.

6

Auditors. Vendors shall co-ordinate with the auditors and shall fix the aqudit
audit schedule well  in-advance, Re-certification application  withoyt
Surveillance audit report shall not be considered. Vendors shall submit re-
certification application along with surveillance audit detajls and report. The
Surveillance audit report shal] be issued by Auditors to the STQC
Directorate and g Duplicate copy to the Vendors.

11. Vendor shall inform Certification Body about any change in Device,
Management, Manufacturing locations etc within 3 months with Supporting
documents for continuation of certificate.

of Major Change, Fresh Certification shal] be conducted and device

certificate validity shall be granted from date of recommendations of
Certification Committee.

s Certificate shall be issued subject to submission of

14. Registered Device
ISQ/IEC 27001 ard UIDAI approval of solution architecture along with
already notified essential documents.

-
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15. Enrollment Devices shall be considered for Certification/Re-Certification
only on the submission of UIDAI's recommendations/approval as per OM
No. No.UIDAI/Misc/Empl/2010 dated 01.12.2020 issued by UIDAL

This is issued with the approval of competent authority.

(Suresh Chandra)
Scientist F & Head of Group (IT & eGov)

Copy to :

. O/o Director General - For Information

BDTL Test Laboratory — Through IntraSTQC

STQC Website — For information to Vendors

Members of Certification Committee - Through IntraSTQC
Members of Certification Body - - Through IntraSTQC

N

(Suresh Chandra)
Scientist F & Head of Group (IT & eGov)
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